
AMP-
AMP Group Privacy Policy 

This document outlines AM P's policy on handling the personal information that we collect about 

individuals including customers, potential customers, business partners, and shareholders. 

'AMP', 'we', 'us' or 'our' refers to the AMP group entities operating in Australia listed on page 5. 

We provide banking, superannuation, investment, administration, financial advice, and other 

products and services. 

We are committed to protecting your privacy. When we request personal information, we will normally explain why 

we need it, how it will be used and who we may share it with. At all times we will comply with the terms of this 

policy when handling your personal information. This policy answers the following questions about privacy at AMP: 

Contents 

Why do we need your personal information? 

Will my personal information be used for direct marketing? 

What happens if I do not provide information that has been requested? 

What types of personal information do we collect? 

How do we collect personal information? 

Can you remain anonymous or use a pseudonym when dealing with us? 

How do we protect your personal information? 

Who do we share personal information with? 

Do we send personal information to overseas recipients? 

How do we update your personal information? 

How can you contact us about privacy? 

How do you find out about your personal information we hold? 
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How can you escalate unresolved privacy complaints? 

What about privacy and the internet? 

What are interactive tools and how do we use them? 

What are cookies and how do we use them? 

Links to third party websites 

Website analytics 
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How do we protect your personal information? 

Whether your personal information is gathered through face-to-face meetings or by interacting with us via 

telephone, mail, internet or other methods, we take steps to store your information securely. We hold your personal 

information in a combination of secure computer storage facilities, paper-based files and other formats. 

We take a number of steps to protect personal information from misuse, loss, unauthorised access, modification or 

improper disclosure. These include training our staff and financial advisers who handle personal information on the 

importance of maintaining the confidentiality of personal information and the privacy of individuals. 

In the unlikely event of a data breach we have measures in place to manage and respond to data breaches, which 

includes the notification to impacted individuals and data protection authorities globally, where required. 

Who do we share personal information with? 

From time to time we may share your personal information with other entities both within and outside of the AMP 

group. The entities that we might share your personal information with vary according to the product or service 

involved, but could include: 

other areas and organisations within the AMP group that provide financial and other services, for reasonable 

business purposes 

financial advisers, brokers and other parties authorised or accredited by AMP 

service providers and specialist advisers we engage to provide us with services such as administrative, audit, 

financial, insurance or research services, some of whom may contact you on our behalf 

insurers, including reinsurance companies, and credit providers 

courts, tribunals and other dispute resolution bodies in the course of a dispute 

credit reporting or reference agencies 

employers contributing to or otherwise participating in our superannuation plans 

policy committees in our superannuation plans 

anyone authorised by you or to whom you have provided your consent (either expressly or impliedly), including 

but not limited to other financial services providers that we may need to deal with on your behalf 

anyone to whom we, or our service providers, are required or authorised by law to disclose your personal 

information (for example, law enforcement agencies, and national and international government and regulatory 

authorities including but not limited to the Australian Taxation Office, the Australian Prudential Regulation 

Authority, the Australian Securities and Investments Commission, the Australian Transaction Reports and 

Analysis Centre and the United States Internal Revenue Service) 

other financial services institutions - in order to detect, investigate or prevent actual or potential fraud in 

connection with the products or services we provide to you. 

Do we send personal information to overseas recipients? 

Some of the entities that we share information with may be located in, or have operations in, other countries. 

This means that your information might end up stored or accessed in overseas countries, including Bahrain, 

China, countries within the European Union, Hong Kong, India, Japan, Malaysia, Mauritius, New Zealand, 

Philippines, Singapore, United Kingdom and United States. 

When we send your personal information to overseas recipients, we make sure appropriate data handling and 

security arrangements are in place. 

Some financial advisers in the AMP group may enter their own outsourcing arrangements to countries other than 

those detailed above. Those arrangements will be disclosed separately by the financial adviser to their clients. 

How do we update your personal information? 

We will update your personal information if you contact us. In most cases you can update your personal 

information over the phone or via our website. 

We may update your personal information if we believe the personal information we hold is incomplete or out of 

date, we could seek to correct or complete our records by gathering data from other sources such as public records 

and other organisations. 






